TECHNOLOGIE REALIZACJI KONTRAKTOW

KAMSOFT S.A.

40-235 Katowice , ul. 1 Maja 133

REGULAMIN
PRZETWARZANIA DANYCH OSOBOWYCH

NR

TRK00.00. PDO RODO 2025 R 01

Symbol Umowy Kod Umowy Nr Kontrahenta wg CRM RRRR Reg. Nr

ZASADY PRZETWARZANIA DANYCH OSOBOWYCH
PRZEZ KAMSOFT S.A.

WYDAWCA REGULAMINU

PARAMETR POWIERNIK
Nazwa firmy KAMSOFT Spétka Akcyjna
Adres firmy 40-235 Katowice, ul. 1-Maja 133
Telefon 32-2090705
Fax 32-2090715
WwWww www.kamsoft.pl
E-mail biuro@kamsoft.pl

WLASCIWA REALIZACJA KONTRAKTU PODSTAWA SUKCESU



http://www.kamsoft.pl/
mailto:biuro@kamsoft.pl

TECHNOLOGIE REALIZACJI KONTRAKTOW

i REGULAMIN PRZETWARZANIA DANYCH OSOBOWYCH REGULAMIN
i “ 1SO 9001 ISO/IEC 27001 Dokument: TRK00.00/PDO/RODO/|Wydanie: 2025.12.10 Waga: 95
2025/R/01
TRKO00.00 PDO RODO 2025 R 01
Symbol Umowy Kod Umowy Nr Kontrahenta wg CRM RRRR Reg. Nr
Wydany w dniu: 10.12.2025 r przez:
Nazwa KAMSOFT Spétka Akcyjna NIP 9542685559
Adres 40-235 Katowice, ul. 1 Maja 133 REGON 241371988
Sad Rejestracyjny :Sad Rejonowy Katowice-Wschdd w Katowicach, Wydziat VIII Gospodarczy KRS Numer KRS 10000345075
Kapitat zaktadowy :52 600 000,00 zt Stan optaty optacony w catosci

PREAMBULA

W trosce o interesy obu stron, KAMSOFT S.A. jako podmiot przetwarzajgcy dane powierzane mu przez Klientow (Administratoréw) danych - w ramach
Swiadczenia na ich rzecz ustug wdrozeniowych i serwisowych Systemdw - wydaf niniejszy Regulamin celem uregulowania zasad przetwarzania danych
osobowych, zgodnych z wymogami wprowadzonymi przez RODO.

Jednoczesnie KAMSOFT S.A. oswiadcza, ze jako podmiot przetwarzajgcy, z uwagi miedzy innymi na wdrozony Zintegrowany System Zarzgdzania
Jakosciq i Bezpieczeristwem Informacji, certyfikowany na zgodnos¢ z wymogami norm ISO 9001oraz ISO/IEC 27001, zapewnia wystarczajqgce gwarancje
wdrozenia odpowiednich srodkdw technicznych i organizacyjnych, by przetwarzanie spetniato wymogi ww. Rozporzqdzenia i chronito prawa osob,
ktdrych dane dotyczq.

§ 1 - Postanowienia Ogdlne

Wszelkie definicje oraz pojecia uzyte w dalszej czesci Regulaminu zamieszczone zostaty w Zatgczniku R1.01.00, stanowig jedyny zestaw okreslen,
zdefiniowany na potrzeby niniejszego Regulaminu.

Niniejszy Regulamin Przetwarzania Danych zostat ustalony w oparciu o tre$¢ art. 28 ust. 3 RODO. Regulamin okresla zasady na jakich
KAMSOFT S.A. jako Powiernik przetwarza Dane Osobowe w imieniu Klienta — Administratora w zwigzku ze $wiadczeniem na jego rzecz Ustug
Wdrozeniowych lub/i Serwisowych Systemdéw na podstawie w szczegdlnosci zawartej umowy na dostawe i wdrozenie Systemu, umowy na
Swiadczenie ustug serwisowych Systemu, ztozonego zlecenia jednorazowego przetworzenia danych osobowych dot. Systemu lub zlecenia zdalnej
ustugi serwisowej Systemu, z ktérymi wigze sie konieczno$¢ przetwarzania Danych Osobowych przez Powiernika.

§ 2 — Przedmiot Powierzenia

Administrator powierza Powiernikowi Dane Osobowe zawarte w Bazie Danych Systemu, ktérych dotycza ustugi wdrozeniowe lub serwisowe, a
ponadto w przypadkach, w ktérych bedzie to konieczne z uwagi na zakres ustug wykonywanych przez Powiernika ustug — réwniez Dane Osobowe
zawarte w Bazach Danych Systemoéw Wspétpracujacych lub Bazach Danych Systeméw Migrowanych.

Zakres powierzanych Danych Osobowych w poszczegdlnych Systemach wskazany zostat w Zatgczniku R2.01.00.

Zakres powierzanych Danych Osobowych wskazany w Zatacznik R2.01.00 zostat sporzadzony z nalezytg starannoscig. Zwazywszy jednak na fakt,
ze zakres ten moze by¢ dowolnie ksztattowany przez Administratora, gdyz ma on mozliwo$¢ wprowadzania dowolnych Danych, w tym Danych
Osobowych, do Baz Danych Systemu (wzglednie Systemu Wspdtpracujgcego), a Powiernik nie jest zobowigzany ani uprawniony do ich
weryfikacji, Strony o$wiadczaja, ze powierzenie dotyczy wszystkich Danych Osobowych wprowadzonych do Baz Danych Systemu takze i wtedy,
gdy nie zostaty one wskazane w Zatgczniku R2.01.00.

Administrator kazdorazowo ma prawo doprecyzowac zakres powierzanych Powiernikowi Danych Osobowych poprzez wystanie na adres
Powiernika, wskazany w komparycji (KAMSOFT S.A., ul. 1 Maja 133, 40-235 Katowice) stosownego oswiadczenia zawierajacego informacje o
kategoriach osdb, ktérych dane sg powierzane oraz o rodzajach tych danych. Oswiadczenie powinno by¢ podpisane przez Administratora zgodnie
z jego reprezentacja.

§ 3 — Oswiadczenie Powiernika

Powiernik oswiadcza, ze zgodnie z art. 28 ust. 3 lit. c RODO, podjat Srodki zabezpieczajgce, wymagane na mocy art. 32 RODO, w szczegdlnosci:

1. Opracowat oraz wdrozyt Zintegrowany System Zarzgdzania Jakoscig i Bezpieczenstwem Informacji, certyfikowany na zgodnos¢ z wymogami
norm 1SO 9001 oraz ISO/IEC 27001.

2. Wdrozyt odpowiednie srodki techniczne i organizacyjne, by przetwarzanie powierzonych danych spetniato wymogi RODO i chronito prawa
0s0b, ktdrych dane dotycza.

3. Wdrozone s$rodki s na poziomie, co najmniej takim, jakiego wymaga w stosunku do Powiernika art. 32 RODO oraz zostaty dobrane i s3
stosowane w oparciu o prowadzong analize ryzyka, a takze stosownie do zakresu powierzonych Danych Osobowych.

§ 4 — Zasady Przetwarzania Danych Osobowych

Powiernik zobowigzuje sie przetwarzac¢ powierzone Dane Osobowe wytgcznie w celach zwigzanych ze swiadczeniem ustug zleconych mu przez
Administratora i wytacznie w zakresie, jaki jest niezbedny do realizacji tych celow.

Powiernik nie jest uprawniony do samodzielnego dysponowania powierzonymi mu Danymi Osobowymi. Powiernik nie ma prawa samodzielnego
decydowania o celach i Srodkach przetwarzania powierzonych mu Danych.
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Przetwarzanie Danych Osobowych przez Powiernika bedzie odbywac sie wytacznie na udokumentowane polecenie Administratora. Za

udokumentowane polecenie uznaje sie zadania zlecone do wykonywania.

Powiernik zobowigzuje sie:

1. Biorgc pod uwage charakter przetwarzania, w miare mozliwosci pomaga¢ Administratorowi poprzez odpowiednie $rodki techniczne i
organizacyjne wywigzac sie z obowigzku odpowiadania na zadania osoby, ktérej dane dotycza, w zakresie wykonywania jej praw, zgodnie
z art. 28 ust. 3 lit. e RODO (dotyczy wytacznie przypadku, gdy z przepiséw RODO wynika, iz zagdania osoby, ktérej dane dotyczg sg zasadne).

2. Uczestniczyé w niezbednym zakresie w realizacji obowigzkédw Administratora, okreslonych w art. 32—36 RODO zgodnie z art. 28 ust. 3 lit. f
RODO.

3. Zapewnic, ze osoby upowaznione do przetwarzania Danych Osobowych beda zobowigzane do zachowania tych danych w tajemnicy,
zgodnie z art. 28 ust. 3 lit. b RODO, na podstawie ztozonego przez nich zobowigzania lub na podstawie odpowiedniego ustawowego
obowiazku zachowania tajemnicy (w przypadku, gdy dane dotyczg osoby, bedacej pacjentem, zobowigzanie do zachowania w tajemnicy
danych bedzie trwac takze po $mierci osoby, bedacej pacjentem, zgodnie z art. 24 ust. 3 Ustawy o Prawach Pacjenta).

Dla celéw spetnienia przez Administratora zgdania osoby, ktérej dane dotyczg, o ktérym mowa w art. 19 RODO, Powiernik informuje, ze

odbiorcami danych sa:

1.  Upowaznieni pracownicy i wspotpracownicy Powiernika,

2. W przypadku korzystania przez Powiernika z ustug Podpowiernika — takze upowaznieni pracownicy i wspétpracownicy Podpowiernika.
Dane Podpowiernika zostajg przedstawione Administratorowi przed rozpoczeciem korzystania przez Powiernika z ustug Podpowiernika,
zgodnie z procedurg okreslong w niniejszym Regulaminie.

§ 5 — Podpowierzenie

Administrator wyraza ogdlng zgode na korzystanie przez Powiernika z ustug Podpowiernika, przy czym:

1. Informacje dotyczace Podpowiernikdw, z ktérych korzysta Powiernik, publikowane s3 w tresci regulaminéw poszczegdlnych ustug, w
ramach ktérych KAMSOFT S.A. korzysta z Podpowiernikéw, a w przypadku braku takich regulaminéw na stronie internetowej pod adresem
www.kamsoft.pl/daneosobowe lub w inny ustalony przez Strony sposéb. Publikacja takiej informacji stanowi poinformowanie
Administratora o zamierzonych dziataniach dotyczacych dodania lub zmiany Podpowiernika. Administrator moze ztozy¢ sprzeciw wobec
dodania lub zmiany Podpowiernika w terminie okreslonym w regulaminie danej ustugi lub w umowie taczacej Strony, a jezeli termin ten
nie zostat tam wskazany — w terminie 5 dni od daty publikacji informacji o Podpowierniku. Brak sprzeciwu Administratora w powyzszym
terminie uznany bedzie za akceptacje dziatan Powiernika.

2.  Zgtoszenie przez Administratora sprzeciwu skutkuje:

1.  Rozwigzaniem umowy powierzenia przetwarzania danych osobowych (zawartej poprzez akceptacje przez Administratora niniejszego
Regulaminu) - co jest réwnoznaczne z brakiem podstaw do wykonywania przez Powiernika Ustug zwigzanych z koniecznoscia
przetwarzania Danych Osobowyc h- ze skutkiem natychmiastowym albo z zachowaniem okresu wypowiedzenia ustalonego przez
Strony (dotyczy wytacznie sytuacji, gdy Administrator zgodzi sie na to, aby powierzone przez niego Dane, byly przez okres
wypowiedzenia przetwarzane przez Podpowiernika, w stosunku, do ktérego Administrator zgtosit swoj sprzeciw).

2. Zmiang Podpowiernika wytacznie w stosunku do Danych Osobowych Administratora — o ile z uwagi na charakter przetwarzania
Danych Osobowych i rodzaj umowy zawieranej z Podpowiernikiem mozliwa jest taka zmiana i nie wigze sie ona z nadmiernymi
kosztami po stronie Powiernika.

3. Skorzystanie przez Powiernika z ustug Podpowiernika wymaga zawarcia przez Powiernika z Podpowiernikiem stosownej umowy
podpowierzenia Danych Osobowych, zgodnej z wymogami RODO.

§ 6 — Nadzor

Administrator ma prawo do kontroli zgodnego z prawem przetwarzania przez Powiernika powierzonych Danych Osobowych, polegajacej na
zadaniu ztozenia pisemnych wyjasnien przez Powiernika, co do zgodnosci przetwarzania danych z Regulaminem. Powiernik udzieli odpowiedzi,
na pisemny wniosek Administratora, dotyczacy wykazania spetnienia obowigzkéw okreslonych w art. 28 RODO, w terminie do 30 dni od
otrzymania zadania.

Ponadto Powiernik, zgodnie z art. 28 ust. 3 lit. h) RODO umozliwia Administratorowi lub audytorowi przez niego upowaznionemu

przeprowadzanie audytéw, w tym inspekcji, przy czym:

1. Audyty mogg by¢ przeprowadzane w sytuacjach szczegdlnych tj. w przypadkach wystgpienia udokumentowanego istotnego naruszenia
zasad przetwarzania Danych Osobowych.

2. Kazdy z audytéw powinien by¢ zapowiedziany przez Administratora z co najmniej miesiecznym wyprzedzeniem.

3. Motzliwo$¢ przeprowadzenia kazdego z audytéw uzalezniona jest od podpisania przez odpowiednio Administratora lub audytora przez
niego upowaznionego umowy poufnosci z Powiernikiem. Ponadto audytorem upowaznionym do przeprowadzenia audytu w imieniu
Administratora nie moze by¢ podmiot prowadzacy dziatalnos¢ konkurencyjng wzgledem Powiernika.

4.  Koszty przeprowadzenia audytow po obu Stronach ponosi w catosci Administrator - przy czym koszty przeprowadzenia audytu, po stronie
Powiernika, stanowig iloczyn stawki godzinowej wskazanej w cenniku Powiernika zamieszczonym na stronie www.kamsoft.pl, liczby
przedstawicieli Powiernika bioracych udziat w audycie ze strony Powiernika oraz catkowitej liczby godzin trwania audytu.

5.  Termin przeprowadzenia audytu, szczegétowy jego zakres oraz harmonogram jego przeprowadzenia zostang ustalone przez Strony.

6. Celem przeprowadzanego audytu jest wytgcznie weryfikacja podjetych przez Powiernika dziatan naprawczych majacych na celu
przeciwdziatanie wystapieniu incydentéw dotyczacych istotnego naruszenia zasad przetwarzania Danych Osobowych.

Po zakonczeniu audytu, Administrator moze przedstawi¢ Powiernikowi zalecenia pokontrolne. Strony ustalg zasadno$¢ wdrozenia

sformutowanych przez Administratora zalecern pokontrolnych wraz z ewentualnym harmonogramem ich wdrozenia, uwzgledniajgcym

mozliwosci organizacyjne Powiernika.

W zwigzku z tym, iz Powiernik wdrozyt i utrzymuje System Zarzadzania Bezpieczeristwem Informacji zgodny z normg ISO/IEC 27001, Strony

ustalajg, iz w okresie utrzymywania certyfikacji przez Powiernika (na zgodnos¢ z ww. normg) uprawnienia Administratora do przeprowadzenia

audytu, w tym inspekcji, beda realizowane poprzez przedstawienie przez Powiernika, na zadanie Administratora, certyfikatu zgodnosci z normg

ISO/IEC 27001 oraz wyciggu z raportu koriczacego audyt zewnetrzny lub audyty wewnetrzne w zakresie dotyczacym ustug $wiadczonych przez

Powiernika na rzecz Administratora.

§ 7 — Zgtoszenie Serwisowe
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1. W przypadku koniecznosci wykonania Ustugi w Systemie, z ktérej wykonaniem taczy sie koniecznos¢ dostepu przez Powiernika do tresci wpisow
w Bazie Danych, a takze w Bazach Danych Systemdw Wspdtpracujacych lub Bazach Danych Systemdéw Migrowanych, Administrator sktada
Zgtoszenie Serwisowe.

2. Zgtoszenie Serwisowe sktada sie poprzez:

1. Elektroniczny system przyjmowania Zgtoszen Serwisowych KS-MRK,

2. Pisemne zlecenie podpisane przez Administratora, przy czym za réwnowazne z nim uwaza sie przestanie skanu pisma za posrednictwem
poczty elektronicznej lub faxem,

3. Inny uzgodniony wczesniej przez Strony sposéb kanat komunikacji.

3. Zgtoszenie Serwisowe powinno zawierac nastepujace informacje:

Dane Administratora,

Wskazanie Systemu, ktérego dotyczy konieczno$é wykonania Ustugi oraz okreslenie jego wersji,

Rodzaj przekazywanych Danych Osobowych oraz kategorie osdb, ktérych dane dotyczg,

Cel przekazania Danych Osobowych (doprecyzowanie rodzaju zleconej Ustugi i przyczyn dla ktérych konieczne jest jej wykonanie),

Proponowana data przekazania Danych Osobowych,

W przypadku potaczenia zdalnego — parametry potaczenia: protokdt potaczenia, date i godzine rozpoczecia zdalnego potaczenia.

4. Strony ustalajg termin wykonania Ustugi oraz sposéb jej wykonania, zgodnie z postanowieniami ponizej.

5. Ustuga, z ktdrg taczy sie koniecznos$é dostepu do Danych Osobowych moze zostaé¢ wykonana przez Powiernika poprzez wykorzystanie narzedzi
umozliwiajgcych Powiernikowi zdalny dostep do Systemu Administratora. W takim przypadku, Powiernik akceptuje date i godzine rozpoczecia
zdalnego potaczenia wskazang w zawiadomieniu lub ustala z Administratorem inny termin. Pofgczenie zdalne zostaje zakoriczone niezwtocznie
po wykonaniu Ustugi. Zdalne potaczenie kazdorazowo ma charakter nadzorowany przez osobe upowazniong przez Administratora. Osoba
nadzorujaca, po stronie Administratora, wykonuje nadto czynnosci zwigzane z umozliwieniem otwarcia oraz zakorczenia potgczenia. Potgczenie
ma charakter szyfrowany.

6. W przypadku, gdy wykonanie Ustugi z wykorzystaniem narzadzi umozliwiajacych zdalny dostep do Systemu Administratora jest niemozliwe lub
wigze sie z nadmiernymi trudnosciami, Strony moga zdecydowac o wykonaniu Ustugi:

1. W siedzibie Administratora — po dokonaniu stosownych uzgodnien przez Strony,

2. W siedzibie Powiernika — po dostarczeniu mu przez Administratora czesci Bazy Danych niezbednej do wykonania Ustugi. W takim przypadku
Strony kazdorazowo ustalajg sposéb przekazania czesci Bazy Danych. Przekazanie Bazy Danych musi nastgpi¢ w sposdb zapewniajacy
wtasciwg ochrone przewidziang przepisami prawa, zwtaszcza przy uzyciu metod kryptograficznych.

Uk wWNeE

§ 8 — Wspétdziatanie Stron

Strony zobowigzujg sie wspodtpracowad réwniez w przypadku przeprowadzenia u ktdrejkolwiek z nich postepowania kontrolnego przez wtasciwe
organy, w tym w szczegdlnosci Prezesa Urzedu Ochrony Danych Osobowych, urzedy panstwowe, policje lub sady w zwigzku z powierzeniem
przetwarzania Danych Osobowych uregulowanym niniejszym Regulaminem.

§ 9 — Czas Przetwarzania Danych Osobowych

Czas przetwarzania powierzonych Powiernikowi przez Administratora Danych Osobowych jest tozsamy z okresem potrzebnym dla realizacji Ustugi,
z ktérg wigze sie konieczno$¢ przetwarzania Danych z tym zastrzezeniem, ze nie krdtszy niz czas potrzebny do zakoriczenia czynnosci zwigzanych
z usunieciem powierzonych Danych.

§ 10 — Postepowanie z Danymi Osobowymi Po Wykonaniu Ustugi

1. Powiernik zobowigzuje sie niezwtocznie usungé, nie pdzniej niz w terminie 14 dni od dnia zaprzestania korzystania z Ustug, okreslonych
w Regulaminie, istniejgce i bedace w jego posiadaniu powierzone Dane Osobowe lub ich kopie. Poprzez usuniecie danych osobowych nalezy
rozumiec takie zniszczenie tych danych lub takg ich modyfikacje, ktéra nie pozwoli na ustalenie tozsamosci osoby, ktérej dane dotycza.

2. Usuniecie Danych Osobowych, na zgdanie Administratora, zostanie potwierdzone przez Powiernika jednostronnym Protokotem Usuniecia
Danych, ktérego wzdr zostat zamieszczony ponizej. W pozostatych przypadkach Powiernik przesyta do Administratora stosowng informacje
potwierdzajaca usuniecie Danych Osobowych za posrednictwem Systemu KS-MRK lub poczty elektronicznej.

3. Obowigzki okreslone powyzej nie dotyczg przypadkéw, w ktérych przepisy prawa powszechnie obowigzujgcego zobowigzuja Powiernika do
przechowywania dokumentacji zawierajgcej powierzone Dane Osobowe. W takim przypadku Powiernik obowigzany jest do zachowania poufnosci
tych danych oraz stosowania odpowiednich srodkéw zabezpieczajacych.

4. Strony potwierdzajg, ze obowigzek usuniecia danych nie dotyczy tresci wpiséw dotyczacych Zgtoszen Serwisowych, w tym w udostepnionym
przez Powiernika elektronicznym systemie przyjmowania Zgtoszen Serwisowych KS-MRK, ktére Powiernik moze przechowywac dla celéw
dowodowych zwigzanych z prawidtowym wykonaniem obowigzkéw wynikajacych z Regulaminu przynajmniej przez okres przedawnienia roszczen
z nimi zwigzanych (Administrator zostat poinformowany, iz tres¢ Zgtoszen Serwisowych nie powinna zawiera¢ Danych Osobowych innych, anizeli
ewentualnie Dane osoby obstugujacej Zgtoszenie Serwisowe po stronie Administratora).

§ 11 — Odpowiedzialnos$¢

1. Catkowita taczna odpowiedzialno$¢ materialna Powiernika zwigzana z przetwarzaniem Danych Osobowych w przypadku zawarcia przez Strony
odrebnej umowy na dostawe i wdrozenie Systemu lub umowy na Swiadczenie ustug serwisowych Systemu, z tytutu szkéd powstatych w zwigzku
z przetwarzaniem Danych Osobowych przez Powiernika przy realizacji Ustugi, ograniczona jest do wysokosci sSredniomiesiecznego wynagrodzenia
netto zaptaconego Powiernikowi przez Administratora z tytutu realizacji takiej umowy, chyba ze ww. umowa stanowi o dalej idacym ograniczeniu
odpowiedzialno$¢ Powiernika z tytutu szkdd powstatych w zwigzku z jej realizacja.

2. Catkowita odpowiedzialno$¢ materialna Powiernika zwigzana z przetwarzaniem Danych Osobowych przy realizacji Ustugi w przypadku, gdy Ustuga
wykonywana jest w oparciu o zlecenie jej wykonania (w szczegdlnosci zlecenie jednorazowego przetworzenia danych osobowych dot. Systemu
lub zlecenie zdalnej ustugi serwisowej Systemu) ograniczona jest do 10% wynagrodzenia netto zaptaconego Powiernikowi przez Administratora
z tytutu realizacji takiego zlecenia.

§ 12 — Postanowienia Konncowe
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Regulamin wchodzi w zycie z dniem 25.12.2025 r.

Z uwagi na fakt, iz postanowienia RODO znajduja zastosowanie od dnia 25.05.2018 r. i obowigzujg bezposrednio w polskim porzadku prawnym,
a postanowienia Regulaminu, zostaty dostosowane do wymogéw RODO, zastepuja one wszelkie postanowienia zawartych przez Strony, umoéw
powierzenia przetwarzania danych osobowych zawartych w oparciu o, nieznajdujgcy zastosowanie od ww. dnia, art. 31 ustawy z dnia 29 sierpnia
1997 r. o ochronie danych osobowych.

Powiernik zastrzega sobie prawo do zmiany Regulaminu. Zmieniony Regulamin zostanie zamieszczony w serwisie internetowym pod adresem
www.kamsoft.pl/daneosobowe/regulaminpdo , co najmniej na 14 dni przed jego wejsciem w zycie. Powiernik zobowigzuje sie informowac o
wprowadzanych zmianach Regulaminu wszelkimi dostepnymi kanatami, niemniej jednak Administrator jest zobowigzany do biezacego
monitorowania zawartosci wskazanego powyzej serwisu.

W przypadku, w ktérym Administrator nie zgadza sie na tre$¢ zmian Regulaminu, powinien zaprzestac¢ korzystania z Ustug, a w razie koniecznosci
wypowiedzieé stosowne umowy.

W zakresie nieuregulowanym Regulaminem zastosowanie znajduja przepisy prawa powszechnie obowigzujgcego na terenie Rzeczpospolitej
Polskiej, w tym przepisy RODO oraz Kodeksu cywilnego.

Do rozpatrywania wszelkich sporéw, wyniktych lub zwigzanych z przetwarzaniem Danych Osobowych przez Powiernika, wtasciwy miejscowo jest
sad siedziby Powiernika.

KONIEC CZESCI OGOLNEJ DO REGULAMINU

ZAtACZNIKI DO REGULAMINU
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10.

11.
12.
13.

14.
15.

16.

17.

i Zatacznik R1.01. 01

DEFINICIJE | POJECIA

Administrator — zgodnie z art. 4 pkt 7) RODO, podmiot, ktéry samodzielnie lub wspdlnie z innymi ustala cele i sposoby przetwarzania Danych
Osobowych; Klient.

Baza Danych Systemu — zbiér lub zbiory danych, w tym Danych Osobowych, gromadzonych i przetwarzanych w ramach danego Systemu.

Baza Danych Systemu Migrowanego — szczegdlny rodzaj Bazy Danych, to jest zbidr lub zbiory danych, w tym Danych Osobowych, gromadzonych
i przetwarzanych w ramach Systemu Migrowanego.

Baza Danych Systemu Wspoétpracujacego - szczegdlny rodzaj Bazy Danych, to jest zbiér lub zbiory danych, w tym Danych Osobowych,
gromadzonych i przetwarzanych w ramach Systemu Wspétpracujacego.

Dane Dotyczace Zdrowia — zgodnie z art. 4 pkt 15) RODO, Dane Osobowe o zdrowiu fizycznym lub psychicznym osoby fizycznej - w tym o
korzystaniu z ustug opieki zdrowotnej - ujawniajgce informacje o stanie jej zdrowia.

Dane Osobowe (Dane) — zgodnie z art. 4 pkt 1) RODO, wszelkie informacje o zidentyfikowanej lub mozliwej do zidentyfikowania osobie fizycznej
("osobie, ktdrej dane dotyczg"); mozliwa do zidentyfikowania osoba fizyczna to osoba, ktéra mozna bezposrednio lub posrednio zidentyfikowad,
w szczegodlnosci na podstawie identyfikatora takiego jak imie i nazwisko, numer identyfikacyjny, dane o lokalizacji, identyfikator internetowy lub
jeden badz kilka szczegdlnych czynnikéw okreslajacych fizycznga, fizjologiczna, genetyczna, psychiczng, ekonomiczng, kulturowg lub spotecznag
tozsamos¢ osoby fizycznej.

KS-MRK — system Powiernika stuzgcy do przyjmowania Zgtoszern Serwisowych sktadanych przez Administratora, dostepny pod adresem
https://mrk.kamsoft.pl.

Podpowiernik — podmiot, z ustug ktérego korzysta Powiernik przy przetwarzaniu Danych Osobowych w imieniu Administratora.

Powiernik — KAMSOFT S.A., podmiot przetwarzajgcy zgodnie z art. 4 pkt 8) RODO, tj. podmiot, ktéry przetwarza dane osobowe w imieniu
Administratora (Klienta).

RODO - Rozporzgdzenie Parlamentu Europejskiego i Rady (UE) 2016/679 z dnia 27 kwietnia 2016 r. w sprawie ochrony oséb fizycznych w zwigzku
z przetwarzaniem danych osobowych i w sprawie swobodnego przeptywu takich danych oraz uchylenia dyrektywy 95/46/WE (ogdlne
rozporzadzenie o ochronie danych osobowych).

Strony —tgczna nazwa na Administratora i Powiernika.

System — system informatyczny, ktérego producentem jest Powiernik i w zwigzku wdrozeniem lub serwisem, ktérego dochodzi do przetwarzania
Danych Osobowych.

System Migrowany — system informatyczny zastepowany Systemem, z Baz Danych ktérego dokonuje sie migracji danych do wdrazanego Systemu.
System Wspétpracujacy — system informatyczny, zintegrowany lub w inny sposdb taczacy sie z Systemem, z ktérego korzysta Administrator.
Szczegdlne Kategorie Danych Osobowych — kategorie Danych Osobowych, wskazane w art. 9 ust. 1 RODO tj. ujawniajace pochodzenie rasowe
lub etniczne, poglady polityczne, przekonania religijne lub S$wiatopoglagdowe, przynaleznos¢ do zwigzkdw zawodowych oraz przetwarzanie danych
genetycznych, danych biometrycznych w celu jednoznacznego zidentyfikowania osoby fizycznej lub danych dotyczacych zdrowia, seksualnosci
lub orientacji seksualnej tej osoby.

Ustuga — ustuga Swiadczona przez Powiernika, w zwigzku z wdrozeniem lub serwisem Systemu, przywracajgca mozliwos¢ prawidtowej eksploatacji
Systemu przez Administratora, realizowana w szczegdlnosci w ramach umowy na dostawe i wdrozenie Systemu, umowy na $wiadczenie ustug
serwisowych Systemu, ztozonego zlecenia jednorazowego przetworzenia danych osobowych dot. Systemu lub zlecenia zdalnej ustugi serwisowej
Systemu,

Zgtoszenie Serwisowe — zawiadomienie o koniecznosci wykonania Ustugi, dokonane przez Administratora, a adresowane do Powiernika (w tym
za posrednictwem KS-MRK).
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iZatacznik R02.01. 01

SZCZEGOLOWY ZAKRES PRZETWARZANYCH DANYCH OSOBOWYCH

SYSTEMY MEDYCZNE W SZCZEGOLNOSCI KS-MEDIS, KS-SOMED, KS-PPS, KS-SOLAB

Lp KATEGORIE OSOB, KTORYCH DANE DOTYCzZA RODZAJ DANYCH OSOBOWYCH
: (w szczegdlnosci) (w szczegdlnosci)
Dane Dotyczace Zdrowia:

1.  imie (imiona) i nazwisko,

2.  nazwisko rodowe,

3. pteg,

4.  obywatelstwo,

5.  wyksztatcenie,

6. numer PESEL,

7. data urodzenia,

8.  wprzypadku osob, ktére nie majg nadanego numeru PESEL — numer paszportu
albo innego dokumentu stwierdzajacego tozsamosé,

9. adres miejsca zamieszkania i adres do korespondenc;ji,

10. adres miejsca pobytu na terytorium Rzeczypospolitej Polskiej, jezeli dana
osoba nie ma na terytorium Rzeczypospolitej Polskiej miejsca zamieszkania,

1 Pacjenci 11. adres poczty elektronicznej,

12. numer i rodzaj dokumentu potwierdzajacego prawo do $wiadczeri opieki
zdrowotnej finansowanych ze srodkéw publicznych,

13. rodzaj uprawnien oraz numer i termin waznosci dokumentéw
potwierdzajgcych uprawnienia do $wiadczen opieki zdrowotnej okreslonego
rodzaju oraz date utraty tych uprawnien,

14. numery identyfikacyjne i numery ewidencyjne nadawane ustugobiorcom
przez ptatnikéw, ustugodawcéw oraz w ramach realizowanych uméw,

15. informacja o prawie do $wiadczerr opieki zdrowotnej finansowanych ze
srodkéw publicznych,

16. numer identyfikacyjny pfatnika,

17. numer telefonu kontaktowego,

18. informacja o sprzeciwie zawartym w centralnym rejestrze sprzeciwdéw na
pobranie komdrek, tkanek i narzadéw ze zwtok ludzkich,

19. dane medyczne

1.  imie (imiona) i nazwisko,

2. Przedstawiciele ustawowi pacjentow 2. adres zamieszkania,
3. PESEL
1.  imie (imiona) i nazwisko,
3 Osoby upowaznione do uzyskiwania 2. adres zamieszkania,
*  dokumentacji i informaciji o stanie zdrowia 3. numer telefonu kontaktowego,

4.  data urodzenia

1.  imie (imiona) i nazwisko,

2. nazwisko rodowe,

a Pracownicy i osoby zatrudnione na podstawie 3. wyksztatcenie,
. umoéw cywilnoprawnych 4. zawdd lub specjalizacje,

5.  numer prawa wykonywania zawodu,

6. numery identyfikacyjne nadawane przez Administratora

1.  imie (imiona) i nazwisko,

- 2. adres,
> Kontrahencii dostawcy ustug 3. numer telefonu kontaktowego,
4.  adres e-mail

SYSTEMY APTECZNE W SZCZEGOLNOSCI KS-AOW, KS-ASW, KS-ZSA

Lp. (w szczegélnosci)

KATEGORIE OSOB, KTORYCH DANE DOTYCZA

RODZAJ DANYCH OSOBOWYCH
(w szczegdlnosci)

1. Pacjenci

NouswNeR

imie (imiona) i nazwisko,

nazwisko rodowe,

pteé,

numer PESEL,

data urodzenia,

numer karty zaopatrzenia na srodki pomocnicze,

numery identyfikacyjne i numery ewidencyjne nadawane ustugobiorcom
przez ptatnikéw, ustugodawcéw oraz w ramach realizowanych uméw,

w przypadku oséb, ktdre nie majg nadanego numeru PESEL — numer paszportu
albo innego dokumentu stwierdzajacego tozsamosé,

adres miejsca zamieszkania i adres do korespondencji,
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10.
11.

12.

numer telefonu kontaktowego,

informacja o prawie do $wiadczerr opieki zdrowotnej finansowanych ze
srodkéw publicznych,

inne dane medyczne (w szczegdlnosci: zestawienia refundacyjne zawierajgce
numer PESEL lub inny identyfikator pacjenta, zestawienia refundacyjne za
srodki pomocnicze zawierajagce numer PESEL, recepty, dokumenty realizacji
recept, ksigzka kontroli narkotykéw, wnioski na import docelowy, faktury
sprzedazy, inne dane medyczne)

Pracownicy i osoby zatrudnione na podstawie

uméw cywilnoprawnych

imie (imiona) i nazwisko,

nazwisko rodowe,

wyksztatcenie,

zawdd lub specjalizacje,

numer prawa wykonywania zawodu,

numery identyfikacyjne nadawane przez Administratora

Kontrahenci i dostawcy ustug

imie (imiona) i nazwisko,
adres,

numer telefonu kontaktowego,
adres e-mail

Pracownicy medyczni

imie (imiona) i nazwisko

Numer prawa wykonywania zawodu

Numer PESEL

Identyfikator w NFZ

Nr umowy POZ

Adres miejsca zamieszkania i adres placowki

Swiadczeniodawcy

NWNRoUR,O®NDERWONDEROORWN R

nazwa $wiadczeniodawcy,
numer REGON

adres

telefon

SYSTEMY HURTOWE W SZCZEGOLNOSCI KS-HFW, KS-HFW VE,KS-HOW, KS-HWW, KS-GMW wraz z modutami dodatkowymi KS-OMB, KS-STI

KATEGORIE OSOB, KTORYCH DANE DOTYCZA

RODZAJ DANYCH OSOBOWYCH

Lp. (w szczeg6lnosci) (w szczeg6lnosci)
1.  imie (imiona) i nazwisko,
2.  adres,
3. numer telefonu kontaktowego,
4.  adres e-mail
5.  PESEL, numer dowodu osobistego —w przypadku oséb fizycznych
1. Kontrahenci i dostawcy ustug 6. inne dane osobowe (w szczegdlnosci: zamdwienia, faktury, dokumenty
wydania, dokumenty przyjecia, listy przewozowe, oferty, naleznosci i
zobowigzania handlowe, inne dane identyfikacyjne zgromadzone w rejestrach
dokumentéw ewidencjonowanych w tych systemach oraz rejestrach pracy
systemoéw),
7. inne dane wprowadzone przez administratora systemu (np. uwagi)
1.  imie (imiona) i nazwisko,
2.  adres e-mail,
3. PESEL,
L . . 4,  adres,
2 PraclownlcY i osoby zatrudnione na podstawie 5. zdjecie,
umow cywilnoprawnych 6. wzér podpisu
7.  inne dane wprowadzone przez administratora systemu (np. uwagi)
8.  dane identyfikacyjne zgromadzone w rejestrach dokumentéw
ewidencjonowanych w tych systemach oraz rejestrach pracy systemow
1. imieinazwisko
2. adres e-mail
3. Przedstawiciele handlowi 3. inne dane wprowadzone przez administratora systemu (np. uwagi)
4. dane identyfikacyjne  zgromadzone w  rejestrach  dokumentéw
ewidencjonowanych w tych systemach oraz rejestrach pracy systemow
1.  imieinazwisko,
2. tytutlekarski
3.  numer telefonu, fax
4, Lekarze posiadajacy umowe z NFZ 4. numer prawa do wykonywania zawodu
5. inne dane wprowadzone przez administratora systemu (np. uwagi)
6. dane identyfikacyjne  zgromadzone w rejestrach  dokumentéw
ewidencjonowanych w tych systemach oraz rejestrach pracy systemow
1. PESEL,
2. imieinazwisko
5. Osoby upowaznione do odbioru towaru 3. dane teleadresowe,
4.  numer dowodu osobistego
5. inne dane wprowadzone przez administratora systemu (np. uwagi)
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dane identyfikacyjne  zgromadzone w  rejestrach  dokumentéw
ewidencjonowanych w tych systemach oraz rejestrach pracy systemow

Kierowcy

w N

imie i nazwisko

inne dane wprowadzone przez administratora systemu (np. uwagi)

dane identyfikacyjne  zgromadzone w  rejestrach  dokumentow
ewidencjonowanych w tych systemach oraz rejestrach pracy systemow

SYSTEMY KS-ESM, KS-FKW, KS-EDE

Lp.

KATEGORIE 0SOB, KTORYCH DANE DOTYCZA
(w szczegdlnosci)

RODZAJ DANYCH OSOBOWYCH
(w szczegdlnosci)

Pracownicy i osoby zatrudnione na podstawie
umoéw cywilnoprawnych

imie (imiona) i nazwisko,
adres

nr telefonu kontaktowego
adres e-mail

nr rachunku bankowego,
numer NIP

numer PESEL

Kontrahenci (w tym osoby fizyczne) i dostawcy
ustug

PN RAEWNERENOURWNR

imie (imiona) i nazwisko,

adres,

numer telefonu kontaktowego,

adres e-mail,

nr rachunku bankowego,

numer NIP,

numer PESEL

inne dane osobowe (w szczegdlnosci:; faktury, naleznosci i zobowigzania
handlowe, umowy, kontrakty, dokumenty windykacyjne, dowody ksiegowe,
dowody bankowe i kasowe, dokumenty ewidencji Srodkéw trwatych)

SYSTEM KS-ZZL

Lp.

KATEGORIE OSOB, KTORYCH DANE DOTYCZA
(w szczegdlnosci)

RODZAJ DANYCH OSOBOWYCH
(w szczegdlnosci)

Pracownicy i osoby zatrudnione na podstawie
umoéw cywilnoprawnych

LN RWNR

NNNNNNNRRRRRRRRR
OUNAWNEPEOWLXNOULAEWNERO

imie (imiona) i nazwisko,

nazwisko rodowe (panieniskie),

pteé,

imiona rodzicéw,

data i miejsce urodzenia,

obywatelstwo,

wyksztatcenie,

zawdd lub specjalizacje,

prawo wykonywania zawodu,

poprzednie zatrudnienie,

nr rachunku bankowego,

numer PESEL,

numer NIP,

adres staty,

adres tymczasowy,

adres do korespondenciji,

seria i numer dokumentu tozsamosci,

adres poczty elektronicznej,

numery telefonéw,

dane dotyczgce niepetnosprawnosci,

dane dotyczgce Swiadczen: emerytury lub renty,
dane dotyczgce zagranicznego identyfikatora podatkowego,
dane dotyczace szkoler pracownika,

dane dotyczgce uprawnien zawodowych pracownika,
dane dotyczace absencji pracownika,

zdjecia pracownikéw,

Cztonkowie rodzin pracownikéw zarejestrowani
w systemie w celu zgtoszenia do ubezpieczenia
itp.

imie (imiona) i nazwisko,

nazwisko rodowe (panienskie),

data i miejsce urodzenia,

numer PESEL,

numer NIP,

adres zamieszkania,

stopien niepetnosprawnosci,

seria i numer dokumentu tozsamosci,

Whasciciele firm

WNRIONOWUAEWDNR

imie (imiona) i nazwisko,
nazwisko rodowe (panienskie),
pteé,
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imiona rodzicéw,

data i miejsce urodzenia,
seria i numer dokumentu tozsamosci,
numer PESEL,

numer NIP,

adres staty,

adres tymczasowy,

adres do korespondenc;ji,
numery telefonéw,

numer faksu,

adres poczty elektronicznej,

SYSTEM KS-CRM

Lp KATEGORIE OSOB, KTORYCH DANE DOTYCZA RODZAJ DANYCH OSOBOWYCH
: (w szczegdlnosci) (w szczegdlnosci)

1.  imie (imiona) i nazwisko,
2.  adres,
3. numer telefonu kontaktowego,
4.  adres e-mail,

1. Kontrahenci i dostawcy ustug 5. nrrachunku bankowego,
6. numer NIP,
7. numer REGON,
8. inne dane osobowe (w szczegdlnosci: umowy, rejestry korespondencji,

ankiety, transakcje lojalnosciowe)

1.  imieg (imiona) i nazwisko,
2. pteg,

2 Pracownicy i osoby zatrudnione na podstawie Z ;\étj:’fc:;ukowy,

umoéw cywilnoprawnych 5. telefon,

6. adres e-mail,
7. numery identyfikacyjne nadawane przez Administratora
1.  imie (imiona) i nazwisko,
2. adres,

3. Osoby kontaktowe 3. numer telefonu kontaktowego,
4.  adres e-mail,
5.  miejsce pracy

KS-NAVICON (WDROZONY W INFRASTRUKTURZE ADMINISTRATORA)

KATEGORIE OSOB, KTORYCH DANE DOTYCZA

RODZAJ DANYCH OSOBOWYCH

Lp. (w szczegdlnosci) (w szczegdlnosci)
1.  imie (imiona) i nazwisko,
2.  adres,

1. Kontrahenci i dostawcy ustug 3. numer telef.onu kontaktowego,
4.  adres e-mail,
5.  numer NIP,
6. inne dane osobowe (w szczegdlnosci: zamowienia, ankiety )
1.  imie (imiona) i nazwisko,
2. pte¢,
3. tytut naukowy,

Pracownicy i osoby zatrudnione na podstawie 4. zdjgcie,

2 umow cywilnoprawnych 5. telefon,
6. adres e-mail,
7.  numery identyfikacyjne nadawane przez Administratora
8. inne dane osobowe (w szczegdlnosci: zamowienia, czynnosci realizowane w

ramach dziatan marketingowych, wizyty)

1.  imie (imiona) i nazwisko,
2. adres,

3. Osoby kontaktowe 3. numer telefonu kontaktowego,
4.  adres e-mail,
9.  miejsce pracy

SYSTEMY KOMUNIKACYJNE KS-SEW, KS-FML

Lp. (w szczegélnosci)

KATEGORIE OSOB, KTORYCH DANE DOTYCZA

RODZAJ DANYCH OSOBOWYCH
(w szczegdlnosci)

1. Kontrahenci

PwNPR

nazwa (firma) kontrahenta,
imie (imiona) i nazwisko,
adres,

numer telefonu kontaktowego,
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adres e-mail
inne dane osobowe (w szczegdlnosci: oferty, zamowienia, faktury,
reklamacje, raporty)

2. Uzytkownicy (operatorzy)

nazwa (firma) uzytkownika,

imie (imiona) i nazwisko,

adres,

numer telefonu kontaktowego,

adres e-mail

inne dane osobowe (w szczegdlnosci: aktywnosci operatorow w systemie)

3. Przedstawiciele handlowi

Uk WWNREOONRWNR

nazwa (firma) przedstawiciela handlowego,

imie (imiona) i nazwisko,

adres,

numer telefonu kontaktowego,

adres e-mail

inne dane osobowe (w szczegdlnosci: zamdwienia, planowane wizyty w
aptekach)
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PROTOKOt USUNIECIA DANYCH OSOBOWYCH

PARAMETR DANE
Strona POWIERNIK
Nazwa
Adres
Sktad komisji
Data i godzina
Przedmiot
Uwagi

,_
=

NOI:AIWINIR

Powiernik niniejszym os$wiadcza, ze usunat wszelkie istniejgce i bedgce w jego posiadaniu Dane Osobowe lub ich kopie, powierzone Powiernikowi
przez Administratora, w zwigzku z wykonaniem umowy...........ccccveeueenee. /zlecenia .....coocveueerenneen.

Poprzez usuniecie Danych Osobowych nalezy rozumie¢ takie zniszczenie tych danych lub taka ich modyfikacje, ktéra nie pozwoli na ustalenie
tozsamosci osoby, ktérej dane dotyczg.

Protokét zostat sporzadzony w dwdch jednobrzmiacych egzemplarzach po jednym dla kazdej ze Stron.

DATA | PODPIS REPREZENTANTA
POWIERNIKA

KONIEC ZALACZNIKOW DO REGULAMINU

KONIEC REGULAMINU
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